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ibm.com/topics/artificial-intelligence

AI eller KI?

https://www.ibm.com/topics/artificial-intelligence




The IBM 
software 
offering sits on 
10+ years 
experience in 
trustworthy AI

Deep expertise in AI

Trustworthy AI research since 2013

1,000+ generative AI for business 
engagements in 2023

#1 in AI-related patents in 2023

Deep expertise in governance

GRC platform since 2010

11 interconnected risk domains 
supported by a common “backbone”

MRG solution since 2016

AI governance solution since 2022

IBM is “client zero”

AI Ethics board since 2018

Governance of internal AI use cases

Governance of trained generative AI models

Using our own technology

Community involvement

AI legislation

AI technical standards

Academic and industry partnerships
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Trust
at the core

Without trust,
no adoption

Without adoption,
no usage

Without usage,
no return of investment

Data and Insights belong to their creator

Much more than avoid training models 
on their input

Augmented Intelligence

The purpose of the technology is not 
to replace human intelligence, but to 
augment human intelligence 

The technology must be Explainable and 
Transparent

There’s a difference

© IBM 2024



tillit









research.ibm.com/artificial-intelligence

https://research.ibm.com/artificial-intelligence


Privacy, data, and AI
regulations and
enforcement activities
are increasing

Privacy laws and regulations

15 US states have passed comprehensive privacy bills, three 
of them will become effective in 2024.

India’s Digital Personal Data Protection Act will become 
effective in 2024, including fines for non-compliance up to 
$30M.

US Executive Order limits bulk transfer of specified types of 
sensitive data to certain countries.

AI laws and regulations

The EU AI Act was passed in March 2024 and includes fines of up 
to 7% of a company’s annual revenues for noncompliance.

Canada, Brazil and Korea progress toward adoption of AI laws.

A number of US states have already adopted AI laws, and AI laws 
are progressing in several others.

US Executive Order directs new standards for AI safety and 
security.

Privacy

AI

Data Governance

Macro-environment

China
Privacy & Data Security 

Laws; AI regs

15 U.S.
State

Privacy  Laws

Executive
Order 

PI Access
Restrictions

© IBM 2024

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52021PC0206


https://artificialintelligenceact.eu/article/4/ 

Provider (tilbyder)

A natural or legal person, public authority, 
agency or other body that develops an AI 
system or a general purpose AI model or 
that has an AI system or a general 
purpose AI model developed and places 
them on the market or puts the system 
into service under its own name or 
trademark, whether for payment or free 
of charge.

Deployer (bruker)

Any natural or legal person, public authority, agency or other 
body using an AI system under its authority except where the AI 
system is used in the course of a personal non-professional 
activity.

https://artificialintelligenceact.eu/article/4/


Unacceptable Risk
Prohibited because uses pose an unacceptable risk to the 

safety, security and fundamental rights of people.

High Risk
Permitted, subject to compliance with the requirements of the 

AI Act.

Transparency Risk
Permitted, subject to specific transparency and disclosure 

obligations where uses pose a limited risk.

Minimal or No Risk
Permitted, with no additional AI Act requirements where uses 

pose minimal risk.

How are AI systems classified?



Risk-based approach: overview
Classification Description Compliance level Use case examples

Prohibited AI uses

Prohibited because uses pose an 
unacceptable risk to the safety, security 
and fundamental rights of people.

Prohibition

Use of AI for social scoring which could 
lead to detrimental treatment, emotional 
recognition systems in the workplace, 
biometric categorization to infer sensitive 
data, and predictive policing of 
individuals, among other uses. Some 
exemptions will apply.

High-risk AI uses
Permitted, subject to compliance with the
requirements of the AI Act. Significant

Use of AI in recruitment, biometric 
identification surveillance systems, safety 
components, access to essential private 
and public services, and safety of critical 
infrastructure.

‘Transparency’ Risk AI uses
Permitted, subject to specific 
transparency and disclosure obligations 
where uses pose a limited risk.

Limited

Certain AI systems that interact directly 
with people, and visual or audio 
“deepfake” content that has been 
manipulated by an AI system.

Minimal risk AI
uses

Permitted, with no additional AI Act 
requirements where uses pose minimal 
risk.

Minimal By default, all other AI systems that do 
not fall into the above categories.

© IBM 2024



Regulatory 
Risk

Reputational 
Risk

Operational
Risk

Elements of AI risk

Accountability Accuracy Fairness Veracity

Transparency Drift Trusted data Energy 
consumption

Explainability Adversarial 
Robustness

IP/PII leakage …

18© IBM 2024



Use Case Capture workflow

Business Line 
proposes Use case

Capture initial data
Eg) Purpose, Client 
facing, etc.
.

Watsonx.governance 
creates and distributes 
Questionnaire 
assessments

Business completes 
EU AI Applicability 
Assessment

Business completes 
the Risk 
Identification 
Questionnaire

Review by subject 
matter expert

Watsonx.governance 
copies appropriate risks 
from AI Risk Atlas

Watsonx.governance 
sets EU AI  act 
applicability & Risk 
Rating

Review & Approval by 
Stakeholders (eg) 
Legal, Technology , 
Cyber etc

Use Case Approved 
for Development
[hand off to Use Dev 
workflow]

© IBM 2024



watsonx.governance

© IBM 2024

AI Documentation
Capture facts about 

use cases, models and 
prompts throughout the 

lifecycle

AI Evaluation & Monitoring
Model Health  |  Accuracy

Drift  |  Bias  |  Explainability
Generative AI Quality

Capture AI 
performance 

meta-data

Deploy approved AI asset

AI Risk Governance
Use case & AI asset inventory
Workflows | Risk assessments

Dashboards | Issue management
Manage regulatory compliance & 

operational risk

Sync AI asset 
status and 
metadata

Design-time evaluation and 
explainability

Run-time monitoring 
for compliance and 
business outcomes

Capture 
development 

meta-data Capture 
deployment  
meta-data

Build
(IBM, AWS, MS, 
Google, Other)

Deploy
(IBM, AWS, MS, 
Google, Other)

• Model Owners
• Model Validators
• Audit Teams
• Compliance Teams
• Risk Management Teams
• Data Privacy Teams
• Principal Data Scientists

• Data Engineers
• (Citizen) Data 

Scientists
• AI Engineers
• Prompt Engineers
• MLOps

• MLOps
• ML Engineer



watsonx.governance
Conceptual mapping of provisions of the EU AI Act

© IBM 2024

AI Documentation
Capture facts about 

use cases, models and 
prompts throughout the 

lifecycle

AI Evaluation & Monitoring
Model Health  |  Accuracy

Drift  |  Bias  |  Explainability
Generative AI Quality

Capture AI 
performance 

meta-data

Deploy approved AI asset

AI Risk Governance
Use case & AI asset inventory
Workflows | Risk assessments

Dashboards | Issue management
Manage regulatory compliance & 

operational risk

Sync AI asset 
status and 
metadata

Design-time evaluation and 
explainability

Run-time monitoring 
for compliance and 
business outcomes

Capture 
development 

meta-data Capture 
deployment  
meta-data

Build
(IBM, AWS, MS, 
Google, Other)

Deploy
(IBM, AWS, MS, 
Google, Other)

• Model Owners
• Model Validators
• Audit Teams
• Compliance Teams
• Risk Management Teams
• Data Privacy Teams
• Principal Data Scientists

• Data Engineers
• (Citizen) Data 

Scientists
• AI Engineers
• Prompt Engineers
• MLOps

• MLOps
• ML Engineer

EU AI Act:
• Article 10 – Data and data governance
• Article 15 – Accuracy, robustness

EU AI Act:
• Article 15 – Accuracy, robustness
• Article 61 – Post-market monitoring 

EU AI Act:
• Article 10 – Data and data governance
• Article 12/20 – Record keeping
• Article 15 – Accuracy, robustness and 

cybersecurity

EU AI Act:
• Article 11 – Technical documentation
• Article 13 – Transparency and information to users
• Article 18 – Documentation keeping 

EU AI Act:
• Article 5 – Prohibited AI practices
• Article 6/7 – High-risk AI systems
• Article 9 – Risk management system
• Article 13 – Transparency and information to users 
• Article 17 – Quality management system
• Article 21 – Corrective actions and duty of information
• Article 52 – Transparency obligations 



Nearly all available public data is now 
represented in foundation models

Less than 1% of all enterprise data 
is represented in foundation models



Why you must choose a base model carefully

→ Because when adding 
your data, you need to know 
with what you’re mixing it. 

→ The resulting 
combination is what your 
enterprise will consume.

→ The base model should be 
transparent so that you know 
what its contents are.



A base model must give you
→ Performance and transparency
→ Broad commercial rights
→ Indemnification



18 models all with APACHE2

IBM Granite
Code models

Base
Granite-34B-Code-Base 
Granite-20B-Code-Base
Granite-8B-Code-Base
Granite-3B-Code-Base

Instruction-tuned
Granite-34B-Code-Instruct
Granite-20B-Code-Instruct
Granite-8B-Code-Instruct
Granite-3B-Code-Instruct

IBM Granite 
Time Series models

Granite-TimeSeries-TTM                                           
Granite-TimeSeries-PatchTSMixer
Granite-TimeSeries-PatchTST

IBM Granite 
Geospatial models

Earth
Granite-EarthObservation-HLS-Biomass
Granite-EarthObservation-HLS-CanopyHeight
Granite-EarthObservation-HLS-Landslide

Weather and climate
Granite-WeatherClimate-Precip-Downscaling
Granite-WeatherClimate-WindForecasting

IBM Granite 
Language models

English Base
Granite-7B-Base

English Instruction-tuned
Granite-7B-Instruct



Step 2
Start from a trusted base model
Create a new representation of your data
3 → Deploy and scale your AI



RAG (Retrieval-Augmented Generation)
→ Useful application pattern
→ Does not represent enterprise data in the model weights
→ Does not improve the model itself



Fine-tuning 
→ Useful to customize for a specific use case using enterprise data
→ Leads to proliferation of models 
→ Specializes models at the cost of generality



We’ve invented a new methodology
→ Makes LLMs truly open-source with collaborative model development
→ Allows LLMs to learn as humans do, using knowledge and skills
→ Enables incremental skill teaching



InstructLab











Accelerating 
how enterprises 
work with AI

Simplifying 
data access 
to customize AI

Helping 
enterprises 
govern AI



AI assistants are the experience layer for generative AI

Adoption 
patterns

Enterprises adopting AI assistants for different 
lines of business to boost productivity

ISVs building AI assistants with embedded FMs 
to unlock more value from the software

Client-side apps Web apps Mobile apps AI assistants
Late 20th century 2000s 2010s Now

Operating system 
focused

Experience is focused on 
getting the most out 

your CPU

Browser focused 
(enabled by broadband)

Experience is focused on 
getting the most out 
someone else’s CPU

Mobile apps enable 
connectivity at 

the edge

Experience is focused on 
spatial and temporal + 

edge computing

Natural language 
focused

Experience is focused 
on getting the most 

out of knowledge 
and systems I have

 access to



watsonx Orchestrate watsonx Assistant

Accelerate development, 
application modernization, 
and assist with IT operations

Harness the power of AI 
and automation to free up 
individuals from tedious tasks

Build better virtual agents, 
to deliver consistent and 
intelligent customer care

watsonx Code Assistant
watsonx assistants

watsonx Assistant for Z watsonx BI Assistant

Use generative AI to transform 
engagement and interaction 
with the mainframe

Get AI-powered insights in 
seconds from your personal 
business analyst and advisor

Tailored
Automated
Integrated

Purpose-built to 
increase productivity



Consume the benefits of 
generative AI and foundation 
models in our partners’ 
software products embedded 
with watsonx (e.g., SAP) 
where IBM helps them deliver 
incremental innovation faster.

Partners’ productsAI assistantsAI and data platform

Consume the benefits of 
generative AI and foundation 
models in IBM products 
embedded with watsonx, 
to make to you and your 
employees more responsive, 
productive and resilient.

Build and run on IBM’s 
enterprise-grade, cloud-
native, AI and data platform, 
watsonx, that helps clients 
simplify how they build 
and apply foundation 
models and generative AI.

Empower individuals in 
your organization with AI 
assistants built on 
watsonx to do work 
without expert knowledge 
across a variety of 
business processes 
and applications.

AI products

IBM AI can be consumed as a platform, assistants, or in products



IBM works with 
strategic partners 
to help clients 
scale AI

• Driving productivity gains and 
personalized experiences at scale

• Optimizing content supply chains 
with Adobe AI technologies

• Embed watsonx into core 
Adobe Cloud platforms

• Unlocking the power of 
complementary AI and generative 
AI technologies

• Extend the value of Salesforce 
platform with watsonx

• Transforming customer, partner 
and employee experiences using 
generative AI2

The value of the ecosystem

• Watsonx plans underway, today can 
be sold in a container to run on Azure

• Microsoft Generative AI Center 
of Excellence

• IBM Consulting Azure OpenAI Service 
available on Azure Marketplace - fully 
managed AI service to help with 
strategy, hackathon & implementation4

• Watsonx available on AWS as SaaS 
solution and AWS Marketplace 
watsonx.ai and watsonx.governance 
available by 2024

• Expertise in Amazon, SageMaker, 
CodeWhisperer, and Amazon Bedrock

• AWS to bring generative AI solutions 
and dedicated expertise to clients3

• Samsung SDS America partners 
with IBM to introduce 
groundbreaking new solutions like 
SDS Zero Touch Mobility. IBM's 
launch of watsonx has inspired 
Samsung  to explore the immense 
potential of watson.ai and it’s 
generative AI capabilities5

• Launching new watsonx solutions 
to include the recently announced 
SAP generative AI assistant, 
SAP Joule

• Building on recent work embedding 
Watson AI into SAP reaching 
37,000+ SAP clients1

Marketing transformation Hybrid cloud and AI Customer transformation

Hybrid cloud and AI Consumer experience Core operations, industry solutions



Leverage validated 
integrations of your 
existing technology 
investments and extend 
capabilities through the 
watsonx platform

Enables companies to quickly and 
responsibly scale AI workloads 
using a comprehensive stack of 
generative AI. 

With IBM watsonx.data data 
store, you can optimize Cirata as 
a data warehouse with a shared 
metadata layer across all clouds 
and 
on-premises.

Vector Search offers an integrated 
solution with IBM watsonx for 
contextual data, data pipelines, 
and memory storage in a user-
friendly cloud platform.

By using IBM Watson Discovery, 
powered by Elasticsearch, clients 
can use semantic search and 
generative AI to provide real-time 
conversational answers based on 
proprietary data.

Watsonx and Hugging Face help 
enterprises build, deploy, and 
customize foundation models 
across multiple domains and 
support a range of NLP tasks.
.

MongoDB Vector Search and IBM 
watsonx.ai AI studio unlock the 
most powerful combination of 
traditional and generative AI 
for developers.

Meta provides state-of-the-art 
Llama models on watsonx, as well 
as collaborating on key open-
source AI technologies such as 
PyTorch, Presto, and Velox.

Offers features such as semantic 
search, fast data ingestion, low-
latency response times for serving 
foundation models, traditional ML & 
handling highly concurrent queries.

Seamlessly integrates with 
watsonx.data, enabling clients to 
access and share a single copy of 
data without duplication or the 
need for ETL.

Optimize the watsonx.data stack 
and achieve breakthrough 
performance through our joint 
technological contributions to the 
Presto open-source community.

Enables clients to use IBM 
watsonx AI capabilities, 
regardless of where their 
operations are located while 
maintaining full control and 
compliance over their data.

The value of the ecosystem



use cases



Boost employee productivity with RAG



Create content quickly with generative AI



Get chatbots up and running quickly



Enable developers to code efficiently



Reinvent customer experiences with your data



Unlock insights and uncover trends hidden in your 
data



de som lykkes



“best-in class AI 
performers build 
capabilities 
across six key 
areas, in a 
holistic, 
integrated way—
with trust at the 
core”



DJINN





Vidar Svendsen
linkedin.com/in/vsvendsen/

https://www.linkedin.com/in/vsvendsen/
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